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Preface

Although they are both ancient and noble subjects, it is only a phenomenon of the past dozen years or so that cryptology and computational number theory have become so intertwined. It is possible that in another dozen years they will part and again go their separate ways, since the primary cryptologic application of number theory is the apparent intractibility of certain computations. But for now they are together, and the union has brought ferment and rapid change to both subjects.

In August 1989 at the summer AMS meeting in Boulder, Colorado, nearly 200 people attended a short course on cryptology and computational number theory. Six articles in this book are based on the six presentations given at the short course. I am very happy to include an additional article, Kevin McCurley’s “Odds and ends...” paper, which includes many other interesting interconnections between cryptology and computational number theory.

I wish to take this opportunity to thank Monica Foulkes and Jim Maxwell for helping insure the success of the short course and Carrie Tucker for her help in the production of this book. Thanks also go to Bob Kurshan for talking me into organizing the short course in the first place. Finally, on behalf of my fellow speakers I wish to thank the short course participants whose enthusiasm made it all worthwhile.

Carl Pomerance
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