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A hash function is a function f : X → Y such that |X| ≥ 2|Y |. We say that f(x) is strongly collision-free if it is

computationally infeasible to find x and x′ such that f(x) = f(x′). We construct a hash function for a class of elliptic

curves and prove that it is strongly collision-free relative to the discrete logarithm problem for elliptic curves. (Received

August 29, 2006)
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