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As wireless communication technologies spread, so the potential for viruses to exploit them grows. Biological models of virus transmission will assume new relevance for assessing the emerging threat.

Ever since the first appearance of computer viruses on the digital landscape, our understanding of them has drawn on parallels with biology. Analogies of mutation, phylogenetic reconstruction and computational immune systems have all been investigated. But the central analogy has come from the use of epidemiological models to track how a computer virus spreads. A crucial ingredient in these models is a description of the contact network through which the epidemic propagates, where the links represent who has the potential to infect whom. Traditionally, computer viruses have propagated on networks that bear little resemblance to the networks of physical contact through which their biological counterparts spread. But a growing body of research shows that the increasing use of short-range wireless communication networks might cause the two models to converge.

Accurately modelling the network through which a disease epidemic spreads is difficult in almost any setting. Diseases in plant populations, or animal diseases such as rabies, are heavily constrained by geographical proximity and the relatively fixed physical locations of the infected individuals. Models of these diseases have been extended using detailed data on patterns of travel within cities and by air worldwide in attempts to analyse disease outbreaks in human populations.

Epidemics on the Internet are even more diverse. At the most general level, there is a distinction between computer viruses, which ‘piggyback’ on data exchanged between users, and computer worms, which more actively direct their own transmission through a network. The networks on which these types of malicious code spread are based on patterns of file transfer or e-mail communication, or even on structures that evolve implicitly as a computer worm scans the Internet for targets.

Mathematical models of these different networks lend new urgency to questions on how the spread of computer viruses can be controlled.
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- Can be either a good or a bad thing, depending on the objective.
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